Yes, we CAN(BUS)! Stage 4

"timestamp": "2021-12-30T11:16:56.269897", **"event\_type": "LogOnEvent",**   
"vehicleId": "1267605460734301229066",   
"LogOntypes": "remote", // remote or local  
"source": "143.163.33.194",   
"user": "root", // daemon, sys, root, man, backup, proxy, bin, Shreder32, Guest\_1  
"result": "success" // success or failure

Who got in, in which type of user and if it succeed.

"timestamp": "2021-12-30T11:16:56.269897", **"event\_type": "FirewallEvent",**   
"vehicleId": "1499698574788652162431",   
"direction": "out", // in or out  
"dst\_ip": "143.163.247.58",   
"src\_ip": "192.168.217.220",   
"dst\_port": "443", // also 80  
"src\_port": 48001

Request over the internet, destination and source, and in which port

"timestamp": "2021-12-30T11:16:56.269897", **"event\_type": "fileSystemEvent",**   
"vehicleId": "1697210934438001943457",   
"action": "delete", //can be edit, delete or create  
"filePath": "/sys/module/vmpressure"

Order to do action to file in the database.